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QUESTION 1

A Linux administrator created a new file system. Which of the following files must be updated to ensure the filesystem
mounts at boot time? 

A. /etc/sysctl 

B. /etc/filesystems 

C. /etc/fstab 

D. /etc/nfsmount.conf 

Correct Answer: C 

C. /etc/fstab 

The /etc/fstab file is used to specify the file systems that are mounted at boot time in Linux. The administrator must add
an entry for the new file system to this file, which includes information such as the file system device, mount point, file
system type, and mount options. This information is used by the mount command to mount the file system at boot time. 

 

QUESTION 2

A Linux systems administrator is setting up a new web server and getting 404 - NOT FOUND errors while trying to
access the web server pages from the browser. While working on the diagnosis of this issue, the Linux systems
administrator executes the following commands: 

Which of the following commands will BEST resolve this issue? 

A. sed -i \\'s/SELINUX=enforcing/SELINUX=disabled/\\' /etc/selinux/config 

B. restorecon -R -v /var/www/html 

C. setenforce 0 

D. setsebool -P httpd_can_network_connect_db on 

Correct Answer: B 

Option B is the best answer to resolve the issue, as the output of the matchpathcon command indicates that the context
of the files under /var/www/html is incorrect. restorecon -R -v /var/www/html will restore the default SELinux context to
the files under /var/www/html, which will allow the web server to access them properly. 

 

QUESTION 3
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A systems administrator detected corruption in the /data file system. Given the following output: 

Which of the following commands can the administrator use to BEST address this issue? 

A. umount /data mkfs.xfs /dev/sdc1 mount /data 

B. umount /data xfs repair /dev/sdc1 mount /data 

C. umount /data fsck /dev/sdc1 mount /data 

D. umount /data vs /dev/sdc1 mount /data 

Correct Answer: C 

 

 

QUESTION 4

A systems administrator is tasked with setting up key-based SSH authentication. In which of the following locations
should the administrator place the public keys for the server? 

A. ~/.sshd/authkeys 

B. ~/.ssh/keys 
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C. ~/.ssh/authorized_keys 

D. ~/.ssh/keyauth 

Correct Answer: C 

The location where the systems administrator should place the public keys for the server to set up key-based SSH
authentication is option C, ~/.ssh/authorized_keys. 

The authorized_keys file is located in the .ssh directory in the home directory of the user account that is being used to
log in to the remote server. This file contains a list of public keys that are allowed to authenticate the user when logging
in to the server via SSH. 

To set up key-based SSH authentication, the systems administrator should copy the public key(s) of the user(s) to the
remote server\\'s authorized_keys file using a secure method such as scp. Once the public key(s) have been added to
the file, the user(s) should be able to log in to the server using their corresponding private key(s) without being prompted
for a password. 

 

QUESTION 5

A cloud engineer needs to remove all dangling images and delete all the images that do not have an associated
container. Which of the following commands will help to accomplish this task? 

A. docker images prune -a 

B. docker push images -a 

C. docker rmi -a images 

D. docker images rmi --all 

Correct Answer: A 

A. docker images prune -a 

The "docker images prune -a" command will remove all dangling images, which are images that are not associated with
any existing containers, as well as all images that do not have an associated container. The "-a" option specifies that all
images should be removed, regardless of whether they are in use or not. 
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